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La escena —imaginada— que les propongo
tiene lugar dentro de un afno, en la este-
pa del suroeste de Groenlandia. Las tropas
danesas, con la ayuda de soldados de otros
paises escandinavos, luchan contra una
invasién por parte del ejército estadou-
nidense. Semanas antes, tras varios inten-
tos fallidos de comprar la isla mas grande
del mundo, el presidente de EEUU ha-
bia declarado que, por una cuestiéon de
seguridad nacional, tomaria el control
de Groenlandia por la via que fuera ne-
cesaria. A la luz de los acontecimientos,
Dinamarca y sus aliados nérdicos acuer-
dan desplegar rapidamente sus tropas para
defender la capital, Nuuk, y otros enclaves
estratégicos.

De pronto, sin previo aviso, llegan los
robots. La primera oleada consiste en una
flota de embarcaciones autotripuladas;
drones auténomos propulsados por una
combinacién de energia solar y edlica
que surcan las frias aguas de Nuup Kan-
gerlua, el estratégico fiordo groenlandés.
Frente a los escarpados acantilados y los
canales azul cobalto tallados durante eo-
nes por los glaciares, las maquinas espian
los buques de guerra y los submarinos es-
candinavos al borde del Artico.

Horas mas tarde, bajo una resplan-
deciente aurora boreal, se desata el in-
fierno. Drones submarinos en forma de
raya y pilotados por Inteligencia Artifi-
cial (IA) atacan con torpedos un sub-
marino noruego que patrulla la entrada
del fiordo. Poco después, un enjambre
de drones submarinos ejercen de preci-
sos torpedos contra las fragatas danesas
estacionadas a pocas millas de Nuuk.
Las explosiones revientan los cascos, y
las bolas de fuego iluminan el cielo. La
flota no tarda en hundirse.

Al romper el dia, oleadas de aviones
de transporte C-130 lanzan desde el aire
vehiculos tacticos, y miles de soldados
de la 82.* Division Aerotransportada del

Ejército de Estados Unidos, se lanzan en pa-
racaidas en las inmediaciones del aeropuerto
internacional de Nuuk, al este de la capital.
A lo lejos, una manada de majestuosos bue-
yes almizcleros permanece inmovil, aturdida
e hipnotizada por el espectaculo de los miles
de paracaidas que descienden como medusas
color esmeralda, en medio del estruendoso
rugido de los motores de turbina.

Las tropas estadounidenses se despliegan
rapidamente sobre el terreno, dotados de
cascos con realidad aumentada mediante 1A
y visién térmica, ultravioleta y nocturna. Los
visores sintetizan los datos captados por sa-
télites de vigilancia, drones aéreos y perros
huskies siberianos equipados con camaras de
video. Poco después, los invasores utilizan
municidon merodeadora (drones kamikaze)
para destruir aviones aliados estacionados en
el aeropuerto. Las tropas danesas pierden ra-
pidamente el control de las instalaciones.

Varios centenares de paracaidistas estadou-
nidenses se dirigen hacia el centro de la ciu-
dad al dia siguiente, acompanados de perros
robot armados. En su itinerario de cuatro mi-
llas pasan por docenas de viviendas evacuadas,
en su mayoria casas de madera con tejado a
dos aguas y fachadas de colores brillantes.

Pero a medida que se acercan al Nuuk
Center, el alto edificio moderno que al-
berga la sede del Gobierno de Groenlan-
dia, las cosas se complican. En su basqueda
de francotiradores escandinavos, los perros
autématas fallan y comienzan a disparar en
todas las direcciones. El brillo de inconta-
bles proyectiles sobrevuela amenazador las
cabezas de todos los presentes. Los solda-
dos estadounidenses corren para ponerse a
cubierto, pero los cuadrapedos equipados
con [A van en su caza. Cuando el humo
se disipa, los cuerpos sin vida de 152 mili-
tares cubren las silenciosas calles del centro
de Nuuk. La 82.* Divisién Aerotransporta-
da no habia perdido tantos efectivos en una
sola operacidn desde el «dia D», el desem-
barco en Normandia de junio de 1944.
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Este relato de ficcion
se basa en las palabras
del director de Andu-
ril Industries, Palmer
Luckey. Tras conver-
tirse en el principal
contratista del pro-
grama de cascos con
realidad aumentada
del Ejército de los
Estados Unidos (con
un presupuesto de
22.000 millones de
ddlares), Luckey hablo
de la posibilidad de
«convertir a los solda-
dos en superhéroes» y
«magos tecnologicosy.
Predijo que la nueva
tecnologia inauguraria
una era en la que los
soldados estadouni-
denses «uperarian

las limitaciones de la
forma y la cognicion
humanas, al ser asocia-
dos a un continuo en
el que los humanos
quedarian potenciados
con una gran cantidad
de compafieros ro-
béticos y biologicosr.
Véase: Palmer Luckey
«Turning Soldiers into
Superheroesy, blog de
Palmer Luckey, 11

de febrero de 2025,
(en linea) https://
palmerluckey.com/
turning-soldiers-into-
superheroes/

Un escenario de este tipo podria ser menos improbable de lo que
imaginamos'. Todas las tecnologias mencionadas estan siendo desarrolla-
das en este momento o se encuentran ya en produccion, y las empresas
tecnologicas emergentes del ambito de la defensa estin empleando-
se a fondo para hacerlas realidad: la empresa Saildrone se dedica a la
construcciéon de embarcaciones autbnomas de superficie para la Marina
de Estados Unidos; Northrop Grumman (junto con PacMar Technolo-
gies) estd probando un prototipo de submarino sin tripulaciéon llamado
«Manta Ray» para DARPA (la Agencia de Proyectos de Investigacion
Avanzada en Defensa de Estados Unidos); Anduril Industries esta desa-
rrollando sumergibles auténomos y los cascos con realidad aumentada
del ejército estadounidense; Skydio y Shield Al estin proporcionando
drones aéreos auténomos a los militares; AeroVironment fabrica la linea
«Switchblade» de drones kamikaze; y Ghost Robotics esta construyendo
«perros» robots a los que se puede equipar con armas. Con cada avance
de estas innovaciones tecnologias, se reduce un poco mas la separacién
entre la ciencia ficcién y las ciencias aplicadas.

El nuevo complejo militar-industrial

Este articulo trata de coémo, a lo largo de la Gltima década, el centro
de gravedad del complejo militar-industrial de Estados Unidos se ha
ido desplazando gradualmente del Capital Beltway —el cinturén viario
que rodea Washington DC, Maryland y Virginia— a Silicon Valley y la
industria tecnologica. Si bien una gran porcidn del presupuesto anual
del Pentigono —que asciende a 886.000 millones de ddlares—, se gasta
atn en sistemas de armas convencionales fabricados por los gigantes
mas consolidados del ambito de la defensa, como Lockheed Martin,
Raytheon-RTX, Northrop Grumman y General Dynamics, reciente-
mente estamos asistiendo al surgimiento de una nueva simbiosis, im-
pulsada por grandes empresas tecnoldgicas, fondos de capital riesgo y
pequenas empresas emergentes.

En su empeno de dotarse de sistemas seguros operados por la IA y de
servicios en la nube, el Departamento de Defensa de Estados Unidos estd
otorgando contratos multimillonarios y plurianuales a Microsoft, Amazon,
Google y Oracle. En paralelo, el Pentagono estd otorgando financiacion a
un amplio espectro de empresas tecnologicas emergentes del ambito de la
defensa, mas pequenas pero que no tienen reparos en atajar y sacudir los
mercados existentes, regidas por el lema «moverse rapido y romper cosas»’.
Entre estos proveedores no solo encontramos a algunas de las menciona-
das anteriormente, sino también otros cientos que estan pivotando hacia el
campo de la defensa’.

Este articulo examina como las prioridades de la industria tecnoldgica,
los imperativos de las empresas de capital riesgo y el modelo de las startups
de Silicon Valley pueden conducir a productos de alta tecnologia costosos
que, al emplearse en condiciones reales, resultan ineficaces, impredecibles
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e inseguros. Muchas de estas tecnologias se desarrollan a marchas forzadas
para insuflar el valor monetario de las empresas tecnologicas que las pro-
ducen y, con demasiada frecuencia, la seguridad nacional y global son s6lo
consideraciones secundarias.

Ademas, este texto sugiere que la elevada inversidon que las empresas de
Silicon Valley estan dedicando a la emergente tecnologia de datos, puede
hacer aumentar la probabilidad de futuras guerras de IA, debido a que es-
tas organizaciones se¢ han comprometido a devolver un alto rendimiento
a la inversion (en el caso de los fondos de capital riesgo) o a crear valor
para sus accionistas (si se trata de grandes empresas tecnoldgicas). Una vez
que las agencias militares y de inteligencia adopten de forma masiva los
sistemas autonomos de vigilancia y de armas, los drones con IA, los medi-
camentos biofarmacéuticos y otras innovaciones de la industria tecnol6-
gica de defensa, se multiplicaran los incentivos financieros para mantener
la venta de estos productos dado el «estado de movilizacién permanente
para la guerra» en que se encuentra Estados Unidos'. Paraddjicamente, la
busqueda de la seguridad nacional de Estados Unidos puede estar causan-
do la inseguridad global de los proximos afios.

La creciente demanda militar de tecnologia asistida por 1A y servi-
cios en la nube es consecuencia de desarrollos anteriores. Quizas el mas
determinante sea el facil acceso a cantidades masivas de datos digitales
recopilados por satélites, drones, cAmaras de vigilancia, teléfonos inteli-
gentes, publicaciones en redes sociales, mensajes de correo electroénico y
otros, que han despertado el interés en los coordinadores del Pentagono
por encontrar mecanismos eficaces de analisis de esta informacion. Esto,
junto con el pabulo que se le da desde hace anos a la IA por parte de li-
deres tecnologicos, inversores en capital riesgo, periodistas empresariales
y académicos, ha desatado el interés actual de los lideres militares, que
se han convencido de que las innovaciones que promete Silicon Valley
seran instrumentos de guerra indispensables. El giro del ejército esta-
dounidense hacia la IA y la guerra basada en datos se enmarca en una
ola de cambios profundos que afectan al conjunto de agencias e indus-
trias gubernamentales, y que se extienden también al resto de sectores’.

Los acontecimientos mundiales han acrecentado la demanda de tecno-
logias de Silicon Valley por parte del Pentagono —incluyendo el despliegue
de drones y sistemas de armamento con IA en Ucrania y Gaza—, que
ya era elevada por efecto de la carrera armamentista mundial en torno
a la misma IA. La amenaza de la guerra cibernética extranjera y de las
campafias de desinformacién también ha impulsado al Departamento de
Defensa a realizar grandes inversiones en nuevas tecnologias digitales. De
ahi surgen los planes para ampliar las flotas de drones autonomos aéreos,
maritimos y terrestres para transporte, vigilancia y combate, adquirir ca-
pacidades comerciales de servicios en la nube para el intercambio, alma-
cenamiento y conectividad garantizados de datos, reforzar los sistemas
de ciberseguridad de Estados Unidos y emplear la IA para ejercicios de
entrenamiento y simulaciéon de combate.

El mantra «<mué-
vete rapido y
rompe cosas» se
le suele atribuir al
director ejecutivo
de Facebook-
Meta, Mark
Zuckerberg.
Véase: Meghan
Bobrowsky.
«Zuckerberg
Debuts “Real
Mark” in Push

to Woo Trump».
Wall Street Journal,
14 de enero de
2025.

Gonzilez, R.].:
«How Big Tech
and Silicon Valley
Are Transforming
the Military-
Industrial Com-
plex», proyecto
«Costs of War»

de la Universidad
Brown (Rhode
Island), 17 de
abril de 2025.
Véase también
Gonzilez (2022).
Véase Lutz
(2001).

En Estados Uni-
dos, los procesos
algoritmicos y la
IA han transfor-
mado la banca, el
sector inmobilia-
rio, la educacién
superior, la aten-
cién médica, el
entretenimiento,
el transporte pa-
blico, los seguros
y mucho mis.
Véase Besteman,
C.et al. (2019).
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Theodore Schleifer y
David Yaffe-Bellany.
«In Display of Fealty,
Tech Industry Curries
Favor with Trump».
New York Times, 14 de
diciembre de 2024.
De 2020 a 2024, los
contratos guberna-
mentales de SpaceX
casi se cuadruplicaron,
pasando de poco mis
de 1.000 millones de
dolares a casi 4.000
millones de dolares,
impulsados por el
gasto del Pentigono

y la NASA.Véase
Eric Lipton. «Musk Is
Positioned to Profit
Oft Billions in New
Government Con-
tractsy. New York Times,
23 de marzo de 2025;
y Soo Rin Kim. «As
Musk Works to Slash
Federal Spending,

His Own Firms Have
Received Billions in
Government Con-
tracts». ABC News, 10
de febrero de 2023.
Veéase Suchman
(2022).

Eric Lipton. <Al
Brings the Robot
‘Wingman to Aerial
Combat». New York
Times, 27 de agosto de
2023. (en linea).

Es probable que estas tendencias se intensifiquen en el contexto po-
litico actual, dado que los ejecutivos de la industria tecnoldgica y los
inversores en capital riesgo estan teniendo un papel sin precedentes en
el desmantelamiento de las agencias reguladoras y en la reduccion radical
del Gobierno en curso. Incluso antes de que la segunda Administracion
de Trump tomara el poder en enero de 2025, muchos analistas, e incluso
trabajadores de Silicon Valley, expresaron su preocupacion por la crecien-
te participacion de Google, Amazon, Microsoft y otras empresas en el
negocio de la guerra. En 2024, destacados ejecutivos de la industria tec-
nologica y lideres del capital riesgo, como Elon Musk, Peter Thiel, Marc
Andreesen y Ben Horowitz, hicieron grandes aportaciones econémicas
a la campana de Trump, y fueron secundados por otros dirigentes de la
industria tecnologica, que hicieron donaciones de un millon de ddlares al
tondo inaugural del presidente electo®. Tal vez sea Musk la manifestacion
mas evidente de la alianza entre la alta tecnologia y el liderazgo de la
defensa, pues ademas de servir como director e¢jecutivo de SpaceX (una
compania a la que el Pentagono ha asignado al menos 5.000 millones de
dolares en contratos), tuvo un papel protagonista en las primeras semanas
de la nueva administracion, al frente del polémico Departamento de Efi-
ciencia Gubernamental de Estados Unidos’.

Velocidad y guerra

Casi con toda certeza, las guerras futuras incorporaran tecnologias cada vez
mas avanzadas, como el despliegue masivo de drones aéreos, maritimos y te-
rrestres, y de sistemas antidrones. Actualmente, se dedican grandes recursos
de investigacién al desarrollo de sistemas de navegacion autobnoma, sistemas
de identificacién de objetivos y algoritmos de toma de decisiones. Todos
estos elementos, sumados a otros también en desarrollo, son necesarios para
que un dron auténomo actte independientemente de los operadores hu-
manos. Tanto los criticos como los defensores de las armas autonomas letales
estan llamando la atencidn sobre la existencia de una carrera armamentista
mundial por incorporar la IA en el armamento, en la que Estados Uni-
dos, China, Rusia y otros paises se apresuran a desarrollar drones auténo-
mos armados; es lo que algunos militares estadounidenses identifican como
infraestructuras de aprendizaje automatico que tomen control «desde el
sensor al disparadon®. En este sentido, la aeronave auténoma experimental
XQ-58A Valkyrie, descrita por el New York Times como un «copiloto robot»
con IA para pilotos de caza, puede ser un anticipo de lo que vendra’.

Si la incorporacion de esta alta tecnologia se generaliza, la velocidad
operativa de la guerra puede aumentar de forma drastica y, en dltima
instancia, también la destruccidon de la vida humana. Tal vez ningin otro
tedrico es tan relevante en este ambito como PaulVirilio, cuyo trabajo ex-
ploré los efectos humanos de las tecnologias aceleradoras del conflicto. El
trabajo de Virilio se aplica a los riesgos de una guerra regida por algorit-
mos: «La velocidad es la esencia de la guerray, escribid, citando a Sun Tzu.
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A lo largo de la ultima década, el centro de gravedad del
complejo militar-industrial de Estados Unidos se ha ido
desplazando gradualmente del Capital Beltway (...) a Silicon
Valley y la industria tecnoldgica
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12.
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14.

Véase Virilio (2017).
Yuval Abraham. «“A
Mass Assassination
Factory”: Inside
Israel’s Calculated
Bombing of Gaza».
+972 Magazine, 30 de
noviembre de 2023.
Yuval Abraham.
«“Lavender”:The Al
Machine Directing
Israel’s Bombing
Spree in Gaza». +972
Magazine, 3 de abril
de 2024.

Ibid.

Elke Schwarz. «Israel
Using Al to Identi-
fy Human Targets,
Raising Fears that
Innocents Are Being
Caught in the Net.
The Conversation, 12
de abril de 2024. (en
linea)

«Este progreso amenaza con reducir a poco o nada el tiempo en el que
la decision humana puede intervenir en el sistema»'’. En el ambito de los
sistemas armamentisticos y de identificacidon de objetivos dotados de 1A
esto significa que el personal militar podria tener que tomar decisiones de
vida o muerte en una cadencia demasiado rapida para un juicio humano
razonado.

La guerra de represalia del ejército israeli en Gaza ofrece un claro
ejemplo de como los nuevos enfoques impulsados por la IA pueden mul-
tiplicar el nimero de muertes. En paralelo a la respuesta militar israeli a
los ataques de Hamis del 7 de octubre de 2022, surgieron informes que
vinculaban en parte el gran nimero de victimas civiles en Gaza al uso por
parte del ejército israeli de un programa informatico llamado Habsora («el
Evangelio»), que utiliza IA para generar objetivos «casi automaticamente,
a un ritmo que desborda lo que hasta entonces era posible». Supuesta-
mente Habsora permiti6 a las Fuerzas de Defensa de Israel (FDI) lanzar
ataques contra edificios residenciales a gran escala para eliminar a agentes
de Hamis. Un antiguo oficial de inteligencia israeli se refiri6 al sistema
como «una fabrica de asesinatos masivos»'".

Varios meses después, una investigacion reveld que las FDI estaban uti-
lizando en Gaza otros dos programas basados en IA: Lavender, que utiliza
algoritmos para identificar y atacar a los agentes de Hamas en funcién de
varias bases de datos;y Where’s Daddy?, un programa diseniado para rastrear
geograficamente a los agentes de Hamas hasta sus hogares, antes de atacar-
los™. Al parecer, este Gltimo programa utiliza un algoritmo que permite
matar entre 15 y 20 civiles por el asesinato de cada agente de bajo nivel
de Hamis, y hasta 100 civiles por cada agente de alto nivel. Un oficial de
inteligencia israeli reflexionaba sobre las consecuencias de este programa
que consideraba absurdo ya que: «la mayoria de las personas asesinadas
eran mujeres y ninos»".

Los sistemas basados en IA, como Habsora, Lavender y Where’s Daddy?,
no son armas auténomas, pero tienden a acelerar los ataques letales y
a hacer que matar sea un proceso mas auténomo. Al agregar datos de
dispositivos como camaras de vigilancia y teléfonos celulares, los pro-
gramas pueden generar supuestamente el perfil de un agente de Hamas
basandose en la edad, la apariencia fisica, los patrones de movimiento y
las redes sociales. Un aspecto clave de los programas basados en IA es su
capacidad para aumentar la tasa de ataques, hasta el punto de hacer irre-
levante el papel de los humanos responsables de la toma de decisiones.
En términos de velocidad y escala, esta iniciativa difiere de programas
anteriores de elaboracidon de objetivos: «<Lo que cambia la IA es la velo-
cidad con la que los objetivos pueden determinarse algoritmicamente y
el mandato a la accidn resultante. El uso de esta tecnologia ha dado lu-
gar a la aniquilacién desapasionada de miles de objetivos intencionados
(e inintencionados) a gran velocidad y sin mucha supervisiéon humana.
Esto da lugar a una logica de velocidad y aumento de los resultados que
supera todo lo demas»'.
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15. Lauren Gould, Linde

Arentze y Marijn
Hoijtink. «Artificial
Intelligence Is Chan-
ging the Speed of
Targeting and Scale
of Civilian Harm

in Unprecedented
Ways». The Conver-
sation, 23 de abril de
2024.

16. Citado enYuval

Abraham (2024), op.
cit.

17. Harry Davies y Yuval

Abraham. «Microsoft
Deepened Ties with
Israeli Military to
Provide Tech Support
during Gaza War.
The Guardian, 23 de
enero de 2025.

18. Lauren Gould, Linde

Arentze y Marijn
Hoijtink. «Artificial
Intelligence Is Chan-
ging the Speed of
Targeting and Scale
of Civilian Harm

in Unprecedented
Ways». The Conver-
sation, 23 de abril de
2024.

19. Agradezco a Hugh

Gusterson la articula-
cién de estos puntos.

La revista +972 Magazine, que fue la primera en informar sobre el
uso de la IA por parte de las FDI, incluyé entrevistas con oficiales de
inteligencia israelies que situaron el alcance de los cambios introducidos
por las nuevas tecnologias. Habsora les permitié aumentar drasticamente la
capacidad de identificacion del objetivo: de 50 al ano pasaron a 100 obje-
tivos diarios”. Un oficial explicaba como la A acelerd su trabajo: «Llega-
dos a este punto invertia unos 20 segundos por objetivo.Vi claro el valor
afiadido nulo como ser humano. Ahorré mucho tiempo»'. El resultado
final es una profunda transformacion de la interfaz hombre-maquina, en
la que el personal militar se limita basicamente a validar los resultados ge-
nerados mediante IA, ya que los que sufren la violencia de tales acciones
estan efectivamente deshumanizados.

Aunque las capacidades de Israel en IA son formidables —el pais tiene
una industria tecnologica en auge y muchas empresas tecnoldgicas de
defensa avanzada—, es importante reconocer el papel de las empresas esta-
dounidenses en el apoyo otorgado a las FDI en su expansiéon de la guerra
en Gaza. A principios de 2025, algunos documentos filtrados revelaron
que los sistemas de IA de Microsoft y su tecnologia computacional en
la nube resultaron cruciales para el ejército israeli durante las fases mas
intensivas de sus campanas de bombardeo en Gaza". Incluso antes de que
comenzara la guerra de Gaza, Amazon y Google también estaban profun-
damente comprometidos a ayudar a las FDI a reforzar sus capacidades de
computacion en la nube y de IA. En enero de 2020, las dos companias
firmaron un contrato para proporcionar estas innovadoras tecnologias al
Ministerio de Defensa israeli por valor de 1.200 millones de ddlares, co-
nocido como proyecto Nimbus.

Si se realiza un analisis general, es importante considerar las repercu-
siones que tienen estas formas de guerra acelerada para las victimas, que
son los afectados de una manera mas directa. Como se ha sefialado en una
critica reciente a los programas de IA de las FDI, los efectos agravantes de
la guerra algoritmica van mas alla de las muertes, lesiones y destruccion
creadas por las herramientas de [A militarizadas. Los efectos también in-
cluyen una forma de «prision psiquica en la que las personas saben que
estan bajo vigilancia constante, pero no saben qué “caracteristicas” fisicas
o de comportamiento utilizara la maquina»™®.

La carrera armamentistica tecnolégica

Los planificadores militares de varios paises tienen miedo de perder la
carrera por la velocidad en incorporar esta nueva guerra tecnologica,
algo que, desde su perspectiva, es comparable a perder la carrera por
la bomba atémica. La situacién actual recuerda sorprendentemente la
Guerra Fria y la escalada armamentista nuclear entre Estados Unidos
y la Unidén Soviética. El peligro de destruccién mutua era claro en
este caso, pero los planificadores también estaban aterrorizados ante la
perspectiva de quedarse atras”. Hoy en dia, muchos oficiales militares
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entienden los peligros que plantea una carrera armamentista en torno

a la IA, pero entienden con atn mas nitidez los peligros de perderla.

En estas circunstancias, la guerra total operada por algoritmos puede
convertirse en una profecia autocumplida.

Si la incorporacion de la alta tecnologia se generaliza,
la velocidad operativa de la guerra puede aumentar

de forma drastica y, en ultima instancia, también
la destruccion de la vida humana

Aun asi, las companias tecnologicas de defensa estadounidenses siguen
haciendo caja.Valga el ejemplo de Palantir, empresa a la que el Pentagono
otorgd recientemente un contrato exclusivo para suministrar soffware de
vigilancia e identificacién de objetivos basado en A,y uno de cuyos pro-

2 Tal vez no resulte

ductos esta siendo utilizado por las fuerzas ucranianas
sorprendente que el director de Palantir, Alex Karp, rechace la idea de
«pausar» la IA y haya apoyado firmemente su uso para aplicaciones mili-
tares, declarando que ha llegado el «momento Oppenheimer» de Estados
Unidos”. El director de Anduril Industries, Palmer Luckey, ha expresado
pareceres similares: «Anduril salvara la civilizaciéon occidental y ahorrara a
los contribuyentes cientos de miles de millones de ddlares al ano», dijo al
Financial Times*. Palantir y Anduril, junto a casi una docena de otras com-
panias de defensa, estan uniendo fuerzas con otras empresas tecnologicas
del mismo ambito para formar un consorcio que licitard conjuntamente
para contratos multimillonarios del Pentigono.

Mirando hacia un futuro en el que las crecientes batallas con drones
y otras formas de guerra virtual probablemente dejen de ser ciencia fic-
ci6n para convertirse en una realidad mayor, tal vez valga la pena plantearse
coémo sera la experiencia de los conflictos armados. Si las tendencias actua-
les en tecnologias auténomas e IA contintian, jes posible que la experien-
cia de la guerra cambie hasta el punto de que los combatientes vivan una
existencia aparentemente ordinaria, incluso banal? ;En qué medida pueden
estas transformaciones disipar ain mas la responsabilidad moral de matar?

Muchos analistas han sugerido que, en el contexto del capitalismo glo-
bal, las tecnologias basadas en IA cada vez desplazarin a mas trabajadores.
Si se asume que esto sucederd, puede que algin dia descubramos que gran
parte del trabajo de la guerra esté siendo realizado por programadores y
cientificos de datos que, en apariencia, parecen estar muy alejados de los
campos de batalla virtuales. De hecho, hoy ya podemos ver cambios en el
campo de la vigilancia, donde muchas tareas se han transferido a expertos
en ciberseguridad que piratean sistemas operativos de teléfonos inteligentes
desde parques empresariales suburbanos, o ingenieros de Silicon Valley que
pulen algoritmos de camaras biométricas desde sus oficinas en casa, o solda-
dos de civil analizando datos de geolocalizacién para un ataque con drones.
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22.
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Las agencias militares en los EEUU y en otros lugares estan haciendo
grandes inversiones en investigacion sobre IA, y un nimero creciente de
empresas tecnologicas esta compitiendo por contratos de defensa. Co-
lectivamente, estas organizaciones se estan embarcando en una carrera
armamentista por la IA que algin dia puede tener terribles consecuen-
cias. Cabe imaginar escenarios futuros en los que sean los programas de
ordenador quienes decidan cuando matar y cuando no, a pesar de que las
maquinas no entiendan el sufrimiento humano. También es concebible
un mundo en el que las batallas se libren a un ritmo tan veloz que los
humanos no sean capaces de comandarlas. Quizas la consideracién mas
importante es la cuestion de crimenes de guerra cometidos por maquinas,
por los que ningtn ser humano podra ser considerado legal o éticamente
responsable.

Antes de que sea demasiado tarde, es sin duda necesario abrir un de-
bate sobre el posible giro hacia una IA militarizada; un debate que debe
ser liderado por cientificos e investigadores, que estan especialmente bien
situados para entender su relevancia.
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